
AT&T Cybersecurity Standard Portfolio

CYBER STRATEGY
AND RISK

NETWORK
SECURITY

ENDPOINT SECURITY 
AND IDENTITY

THREAT DETECTION
AND RESPONSE

Strategy, Risk & 
Compliance

• Risk Framework, Governance, 
Assessment & Remediation

• Program Assessment & Roadmap

• Training & Awareness

• Compliance Review & Attestation 

Assessment & Planning
• Network, Cloud  & SD-WAN 

Security

• Zero Trust Readiness Assessment

Trusted Internet Access
• Enterprise Traffic Protector (ETP)

• Enterprise Application Access 

Assessment and Planning
• Remote Administration

• IAM & Fraud

Endpoint and Mobile 
Security Solutions

• Endpoint Security

• Mobile Threat Defense (MTD)

Assessment & Planning
• SOC, Threat Detection & Incident 

Response

• Post-Breach Services

AT&T Threat Solutions
• Managed Threat Detection and 

Response (MTDR)
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• Payment Solutions (PCI DSS)

Vulnerability & Threat
• Vulnerability Management

• Penetration Testing

Advisory & Threat 
Collaboration

• Virtual CSO & Trusted Advisor

• Cyber Information Sharing

• Threat Intelligence Collaboration

• Enterprise Application Access 
(EAA)

• Global Security Gateway (GSG)

• Premise-based Firewall

• Managed Trusted Internet Protocol 
Services (MTIPS)

Infrastructure & Application 
Protection

• DDoS Defense 

• CDN Security

Private Internet Solutions
• Network-based Firewall

• Mobile Threat Defense (MTD)

• Unified Endpoint Management 
(UEM)

Fraud Prevention Solutions
• AT&T Authentication and 

Verification Service (AAVS)

• USM Anywhere

• USM for MSSPs


